
 

 

Juniper: Junos IJOS, JRE, JSEC, JUTM, AJSEC, JIPS 

 پیش نیاز :

Students should have basic networking knowledge and an understanding of the Open Systems 
Interconnection (OSI) model and the TCP/IP protocol suite. Students should also have working 
knowledge of security policies 

 اهداف :

This course provides students with the foundational knowledge required to work with the Junos 

operating system and to configure Junos devices 

and foundational routing knowledge and configuration examples, and includes an overview of 

general routing concepts, routing policy, and firewall filters. 

 and covers the configuration, operation, and implementation of SRX Series Services Gateways 

in a typical network environment 

This course also includes detailed coverage of Web filtering, antivirus (AV), antispam, and 

content filtering. 

and designed to build off of the current Junos Security (JSEC) offering, delves deeper into Junos 

security 

and designed to provide an introduction to the Intrusion Prevention System (IPS) feature set 

available on the Juniper Networks SRX Series Services Gateway 
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